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Article 1 These rules were formulated in accordance with Article 5 of the National Taiwan Normal University 

Guideline for the Use and Management of University Network. 

Article 2 Each physical IP address may only access 10 GB of traffic (including downloading and uploading) 

per day. If the traffic exceeds the daily maximum, network traffic to and from that IP address will 

be temporarily suspended until 00:00 of the next day. 

Article 3 The traffic of P2P networks that connect to foreign countries by administrative and teaching 

departments will be controlled. Domestic and foreign P2P connections will be controlled on the 

dormitory network and wireless network. 

Article 4 In the event of a need for increasing the data limit or accessing P2P networks, the “Network Data 

Overage and P2P Connection Application Form” must be submitted. 

Article 5 When the public bandwidth of the university network is overloaded, the Information Technology 

Center may initiate relevant control measures. 

Article 6 These rules have been implemented after being approved during an Administrative Meeting. The 

same shall apply to all subsequent amendments. 

 


